Anexă

la Ordinul directorului Serviciului de Informații și Securitate al Republicii Moldova nr. 50 din „24”octombrie 2018

Ex. nr. \_\_\_

**A P R O B**

|  |
| --- |
|  |
| *(Autoritatea care gestionează obiectivul)* |
|  |
| *(Funcția)* |
|  |
| *(Numele, Prenumele)* |
|  |
| *(Semnătura)* |

„\_\_\_\_” \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 20\_\_\_

**PAȘAPORT ANTITERORIST**

*(Denumirea completă a obiectivului)*

***COORDONAT***

|  |  |  |
| --- | --- | --- |
|  |  | Centrul Antiterorist al Serviciului de Informații și Securitate al Republicii Moldova |
| *(NP conducătorului obiectivului)* |  |
|  |
| *(Semnătura)* | *(Funcția)* |
|  |
| „\_\_\_\_” \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 20\_\_\_ | *(Numele, Prenumele)* |
|  |
| *(Semnătura)* |
|  |

**Adnotație**

În scopul realizării eficiente a complexului de măsuri de asigurare și menținere a funcționalității și integrității obiectivelor infrastructurii critice în caz de eventuale acte teroriste sau altor infracțiuni cu caracter terorist pe teritoriul Republicii Moldova (*în continuare – obiective*), precum și implementării măsurilor de descurajare, diminuare și neutralizare a amenințărilor, riscurilor sau înlăturării punctelor vulnerabile, fiecare obiectiv în cauză va fi dotat cu Pașaport antiterorist.

Modelul Pașaportului este elaborat de către Centrul Antiterorist al Serviciului de Informații și Securitate și aprobat prin ordinul directorului Serviciului de Informații și Securitate al Republicii Moldova.

Prezentul Pașaport antiterorist se întocmește în două exemplare, de către conducătorul obiectivului sau persoana responsabilă de asigurarea protecției antiteroriste la obiectiv, numită din cadrul acestuia prin act administrativ intern. La fiecare pașaport va fi anexat și planul general al obiectivului. Centrul Antiterorist va acorda, la solicitare, în limitele competențelor funcționale asistență necesară la completarea Pașaportului antiterorist.

Un exemplar al Pașaportului antiterorist se va păstra la obiectiv/autoritatea responsabilă de gestionarea obiectivului, cu respectarea cerințelor de protecție a informațiilor atribuite la secret de stat, iar celălalt exemplar va fi remis în adresa Centrului Antiterorist.

Gradul de secretizare a informațiilor incluse în Pașaport antiterorist se determină de autoritatea care gestionează obiectivul, cu suportul Centrului Antiterorist.

Actualizarea datelor incluse în Pașaport antiterorist se efectuează de către conducătorul obiectivului sau persoana responsabilă de asigurarea protecției antiteroriste odată la 3 ani sau în cazuri prevăzute de legislația în vigoare, cu ulterioara înștiințare a Centrului Antiterorist.

Verificarea nivelului și stării de protecție antiteroristă la obiectivele infrastructurii critice va fi efectuată de către personalul împuternicit al Centrului Antiterorist, în conformitate cu legislația în vigoare.

**Lista modificărilor efectuate în Pașaportul antiterorist**

|  |  |  |  |
| --- | --- | --- | --- |
| ***Nr. d/o*** | ***Compartimentul*** | ***Modificările***  | ***Introdus*** |
| ***Data*** | ***Semnătura*** |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

**Capitolul I**

**DATE GENERALE**

1. **Denumirea completă și prescurtată a obiectivului**
2. **Adresa juridică**
3. **Raportul de subordonare ministerială/departamentală**
4. **Tipul de proprietate și forma organizatorico-juridică**
5. **Apartenența ramurală**
6. **Genul de activitate**
7. **Categoria de vulnerabilitate**

*(Conform Nomenclatorului)*

1. **Pericolul potențial (evidențiați)**

|  |  |  |
| --- | --- | --- |
| ☐ nuclear☐ radiologic  | ☐ chimic☐ biologic | ☐ de incendiu☐ de explozie☐ altele |

*(Specificați)*

1. **Lista substanțelor periculoase** *(se anexează)*
2. Cantitatea maximă de substanțe periculoase care sânt prezente la obiectiv și care ar putea fi prezente;

*(Specificați)*

1. Caracteristicele fizice, chimice, toxicologice și indicarea pericolelor, atât imediate câtși pe termen lung, pentru populație și mediu;

*(Specificați)*

1. Aria de manifestare a efectelor distructive (contaminare, incendiere, etc.) în urma situațiilor excepționale la obiectiv;

*(Specificați)*

1. **Localizarea geografică a obiectivului** *(coordonate)*:

|  |  |  |  |
| --- | --- | --- | --- |
| ***Nr.******d/o*** | ***Amplasarea în raport cu:*** | ***Denumirea*** | ***Distanța*** |
|  | cea mai apropiată localitate |  |  | km |
|  | cel mai apropiat municipiu |  |  | km |
|  | aeroportul |  |  | km |
|  | stația de cale ferată |  |  | km |
|  | portul fluvial, maritim |  |  | km |

1. **Întreprinderi/clădiri amplasate în apropiere**

*(Specificați)*

1. **Spații și încăperi ale obiectivului date în arendă/locațiune**

*(Arendașul/locatarul, destinația spațiilor date în arendă/locațiune)*

**CAPITOLUL II**

**PERSONALUL OBIECTIVULUI**

1. **Numărul de personal la obiectiv**
2. Angajați:\_\_\_\_;
3. cetățeni străini: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*(țara de origine)*.
4. **Nivelul de pregătire a personalului în domeniul asigurării protecției antiteroriste**

☐***Nesatisfăcător*** – personalul nu este instruit și nu cunoaște regulile de comportament în situații de criză teroristă. Măsuri de verificare a nivelului de pregătire a personalului în domeniul asigurării protecției antiteroriste nu s-au desfășurat;

☐ ***Mediu*** – personalul este instruit și cunoaște regulile de comportament în situații de criză teroristă. Măsuri de verificare a nivelului de pregătire a personalului în domeniul asigurării protecției antiteroriste nu s-au desfășurat;

☐***Înalt*** – personalul este instruit și cunoaște regulile de comportament în situații de criză teroristă. Măsuri de verificare a nivelului de pregătire a personalului în domeniul asigurării protecției antiteroriste se desfășoară cu regularitate.

1. **Programul de lucru**
2. **Date de contact (NP, tel. serv., mobil, fax, e-mail):**
3. Șef;
4. Șef-adjunct;
5. Șef subdiviziune de pază;
6. Unitatea de gardă.

**Capitolul III**

**FORȚELE ȘI MIJLOACELE DE PROTECȚIE ȘI PAZĂ ALE OBIECTIVULUI**

1. **Teritoriul obiectivului**
2. Suprafața totală a obiectivului: m2;
3. Perimetru total al obiectivului: m;
4. Suprafața zonelor cu acces limitat: m2;
5. Caracteristicile generale ale terenului în zona de amplasare a obiectivului.

*(Caracteristica terenului; date despre relief; gradul de accesibilitate a terenului: inaccesibil, greu accesibil, accesibil; terenuri împădurite adiacente obiectivului; căi ascunse de acces)*

1. Caracteristica generală a parcării auto

|  |  |  |  |
| --- | --- | --- | --- |
| ☐ Terestră | ☐ Subterană | ☐ Etajată | ☐ Lipsește |

1. Suprafața m2;
2. Capacitatea locuri;
3. Numărul de nivele .
4. **Protecția obiectivului**
5. Împrejmuirea obiectivului:

|  |  |  |
| --- | --- | --- |
| ☐ Totală | ☐ Parțială | ☐ Lipsește |

1. Tipul materialului de construcție folosit la împrejmuire:

|  |  |  |
| --- | --- | --- |
| ☐Lemn | ☐ Beton | ☐ Panouri |
| ☐ Cărămidă | ☐ Piatră | ☐ Alte materiale |

*(Specificați)*

1. Caracteristica construcțiilor de împrejmuire
2. Înălțimea gardului: cel mai înalt (m), cel mai jos (m);
3. Dimensiunile panoului (lungimea **×** înălțimea) m.
4. Prezența sârmei ghimpate:

|  |  |  |
| --- | --- | --- |
| ☐ Simplă | ☐ Spiralată cu lame | ☐ Lipsește |

1. Starea împrejmuirii

|  |  |
| --- | --- |
| ☐ Bună | ☐ Necesită reparație |

*(Specificați)*

1. Construcții inginerești speciale;

*(Numărul și tipul)*

1. Căile de acces la obiectiv
2. Porți:

|  |  |  |
| --- | --- | --- |
| ☐ De bază | ☐ De rezervă | ☐ Simple |
| ☐ Duble | ☐ Batante | ☐ Culisante |

1. Bariere:

|  |  |
| --- | --- |
| ☐ Manuale | ☐ Automate |

1. **Conectarea la rețelele de distribuție**
2. Rețelele de alimentare:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| ***Energie electrică*** | ***Energie termică*** | ***Apă*** | ***Canalizare*** | ***Gaz*** |
| ☐ Centralizată | ☐ Centralizată | ☐ Centralizată | ☐ Centralizată | ☐ |
| ☐ Autonomă | ☐ Autonomă | ☐ Autonomă | ☐ Autonomă |  |

1. Prezența generatorului electric;

*(Caracteristicile tehnice)*

1. Iluminarea pe timp de noapte:
2. Teritoriul obiectivului

|  |  |  |
| --- | --- | --- |
| ☐ Totală | ☐ Parțială | ☐ Fără iluminare |

1. Posturile, încăperea dispeceratului de pază centralizat (unitatea de gardă);

|  |  |  |
| --- | --- | --- |
| ☐ Totală | ☐ Parțială | ☐ Fără iluminare |

1. Căile de acces la obiectiv:

|  |  |  |
| --- | --- | --- |
| ☐ Totală | ☐ Parțială | ☐ Fără iluminare |

1. Rețeaua de comunicații electronice:

|  |  |
| --- | --- |
| ☐ Telefonie fixă | ☐ Televiziune prin cablu |
| ☐ Telefonie mobilă | ☐ Televiziune prin satelit |
| ☐ Internet |  |

*(Denumirea furnizorului de servicii)*

1. **Sistemul de pază**
2. Sisteme de securitate:

☐ Sistem de alarmare

☐ Sistem de supraveghere video

☐ Sistem de control acces

☐ Sistem de detecție a metalelor

☐ Sistem de interfonie și videointerfonie

☐ Sistem antiefracție

☐ Sistem de detecție și semnalizare incendiu

☐ Sistem de securizare mecanică

☐ Alte tipuri de sisteme

*(Specificați)*

1. Proiectarea, instalarea, întreținerea și deservirea tehnică a sistemelor de securitate;

*(Denumirea companiei, datele de contact)*

1. Înregistrarea video;

*(Termenul, modul și locul de păstrare)*

1. Forțele de pază:
2. Personalul de pază;

*(Denumirea structurii de pază; numărul de personal; dotarea cu armament; mijloace de protecție și speciale; câini de serviciu)*

1. Echipe mobile ale forței de intervenție operativă.

*(Denumirea structurii, numărul echipelor, timpul sosirii de la primirea semnalului de alarmă)*

1. **Dispozitivul de pază**
2. Posturi:

|  |  |
| --- | --- |
| ☐ Fixe | ☐ Permanente |
| ☐ Mobile | ☐ Temporare |

Numărul total:

1. Personalul de pază internă:

|  |  |
| --- | --- |
| ☐ Gardieni (agenți de pază) | ☐ Controlori de acces |
| ☐ Portari | ☐ Alt personal  |

1. Paza cu gardieni (agenți de pază) se execută:

☐ În perimetrul obiectivului

☐ La punctele de acces

☐ În locuri vulnerabile din interior

|  |  |  |
| --- | --- | --- |
|  | ☐ Ziua | ☐ Noaptea |
| În sistem | ☐ Rond | ☐ Patrulare |  |
| Schimburi | ☐ Unul | ☐ Două | ☐ Trei |

1. Unitatea de gardă (dispeceratul de pază centralizat) și posturile;

*(Asigurarea cu utilaj, mijloace tehnice de pază și mijloace de legătură)*

1. Dispeceratul de pază centralizat monitorizează semnale:

|  |  |
| --- | --- |
| ☐ De alarmă | ☐ Pentru scurgeri de gaz |
| ☐ De incendiu | ☐ Pentru urgență medicală |
| ☐ De efracție | ☐ Alte tipuri de semnale |

*(Specificați)*

1. Planul de pază;

*(Denumirea și data aprobării)*

1. Serviciul de pază deține documente de executare și evidență:

☐ Registrul buletinul posturilor

☐ Registrul de predare-primire a serviciului

☐ Registrul de evidență acces persoane

☐ Registrul de evidență acces transport

☐ Registrul de control al obiectivului

☐ Alte

*(Specificați)*

1. Punctele vulnerabile ale dispozitivului de pază.

*(Specificați)*

1. **Organizarea rețelei tehnice de legătură:**

☐ Între posturi

☐ Între posturi și pupitrul pazei interne

☐ Între pupitrul pazei interne și Dispeceratul de pază centralizat și/sau unitatea de gardă a serviciului de pază

☐ Alte rețele

*(Specificați)*

**Capitolul IV**

**SECURITATEA CIBERNETICĂ**

1. **Implementarea măsurilor necesare pentru asigurarea securitățiicibernetice:**
2. Securitatea fizică:

☐ Inventarierea echipamentelor autorizate și neautorizate

☐ Inventarierea aplicațiilor și sistemelor de operare autorizate și neautorizate

☐ Controlul echipamentelor wireless

☐ Proiectarea securității rețelelor

☐ Limitarea și controlul porturilor de rețea, a protocoalelor de comunicație și a serviciilor

☐ Protejarea sistemelor de perimetru, dispozitivelor de rețea și a stațiilor de lucru (boundary defense)

☐ Accesul fizic în locații

1. Securitatea logică:

☐ Setări de securitate a componentelor hardware pentru echipamente mobile, stații de lucru și servere

☐ Setări de securitate pentru echipamente de rețea Firewall, Router, Switch

☐ Modalități de protejare împotriva softurilor malițioase

☐ Securitatea aplicațiilor

1. Securitatea personalului:

☐ Utilizarea controlată a drepturilor de administrator

☐ Controlul accesului în baza principiului „Need to Know”

☐ Monitorizarea și controlul conturilor de utilizator

☐ Evaluarea abilităților și instruirea de securitate

1. Asigurarea continuității activității operaționale:

☐ Prevenirea pierderii datelor și capabilitatea de recuperare

☐ Capacitatea de reacție la incidente

☐ Menținerea, monitorizarea și evaluarea jurnalelor de audit

☐ Teste de penetrare

☐ Evaluări de securitate periodice și modalități de remediere

**Capitolul V**

**PROTECȚIA SECRETULUI DE STAT**

1. **Categoria de informații atribuite la secret de stat**

*(Conform Nomenclatorului informațiilor atribuite la secret de stat aprobat prinHotărârea Guvernului nr. 411 din 25.05.2010)*

1. **Numărul de persoane cu drept de acces la secret de stat**
2. **Planul de evacuare a documentelor secrete în situații de urgență**

*(Denumirea și data aprobării)*

1. **Măsurile întreprinse pentru protecția secretului de stat**

*(Protecția fizică; protecția tehnică și criptografică; alte măsuri)*

**Capitolul VI**

**EVENTUALE PERICOLE ȘI AMENINȚĂRI**

1. **Eventuale consecințe în urma pericolelor și amenințărilor cu tentă teroristă**

|  |  |  |
| --- | --- | --- |
| **Nr.****d/o** | **Tipologia acțiunilor teroriste** | **Consecințe** |
|  | Act terorist |  |
|  | Luare de ostatici |  |
|  | Diversiune |  |
|  | Comunicarea mincinoasă despre actul de terorism |  |
|  | Atac cibernetic |  |

**Capitolul VII**

**ALTE INFORMAȚII UTILE DESPRE OBIECTIV**

**A întocmit**

|  |
| --- |
|  |
| *(Numele, Prenumele)* |
| „\_\_\_\_” \_\_\_\_\_\_\_\_\_\_\_ 20\_\_\_ |
| *(Data întocmirii)* |
|  |
| *(Semnătura)* |

**Date personale** (persoana responsabilă de asigurarea protecției antiteroriste la obiectiv)

**Numele: Prenumele**:

**Patronimicul:**

**Funcția:**

|  |  |
| --- | --- |
| Telefon de contact: | Domiciliu: |
| Serviciu: | Alte: |
| Mobil: |  |

**Capitolul VIII**

**STAREA ȘI NIVELUL DE PROTECȚIE ANTITERORISTĂ**

1. **Măsuri întreprinse întru verificarea nivelului de protecție antiteroristă a obiectivului**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Nr. d/o** | **Măsura** | **NP, funcția persoanei care a efectuat verificarea** | **Data** | **Mențiuni** |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

1. Se vormenționa următoarele măsuri:
2. Verificarea accesului persoanelor;
3. Verificarea accesului vehiculelor;
4. Verificarea accesului pe calea ferată (uzine, fabrici, nodurile sistemului de transporturi);
5. Verificarea protecției punctelor de acces;
6. Verificarea căilor de evacuare;
7. Verificarea barierelor periferice;
8. Verificarea barierei interioare;
9. Verificarea sistemului de iluminare;
10. Verificarea materialelor auxiliare pregătite pentru acțiuni de răspuns;
11. Verificarea surselor de alimentare cu energie electrică;
12. Verificarea sistemului de alarmare;
13. Verificarea sistemului de detecție;
14. Verificarea funcționării „butonului de alarmă”;
15. Evaluarea nivelului de pregătire profesională a forțelor care asigură paza obiectivului;
16. Verificarea măsurilor pentru îngreunarea pătrunderii neautorizate la obiectiv;
17. Alte măsuri.

**Capitolul IX**

**MĂSURILE PRIVIND MODERNIZAREA ȘI**

**EFICIENTIZAREA PROTECȚIEI FIZICE**

1. **Măsuri întreprinse întru modernizarea protecției obiectivului**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Nr. d/o** | **Obiective** | **Acțiuni practice** | **Indicatori de realizare** | **Termen de executare** |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

1. Se vormenționa următoarele obiective curente:
2. Identificarea potențialilor factori de risc asupra obiectivului;
3. Identificarea locurilor și punctelor vulnerabile din perimetrul obiectivului, întărirea securității acestora;
4. Perfecționarea deprinderilor personalului obiectivului în domeniul asigurării securității antiteroriste;
5. Îmbunătățirea dotării tehnico – materiale și echiparea personalului care asigură paza și apărarea obiectivului;
6. Sporirea eficacității de intervenție operativă a subdiviziunilor specializate de pază la obiectiv;
7. Asigurarea interacțiunii cu subdiviziunile Serviciului de Informații și Securitate al Republicii Moldova, Ministerului Afacerilor Interne, cu alte autorități abilitate în combaterea terorismului;
8. Organizarea regimului de control la intrare/ieșire pe/din teritoriul/perimetrul obiectivului;
9. Instruirea personalului întru consolidarea abilităților de reacționare în situații de criză teroristă;
10. Informarea personalului cu privire la specificul funcționării sistemului de alertă în situații de criză teroristă;
11. Elaborarea schemei de alertă în situații de criză teroristă.
12. Se vor menţiona următoarele obiectivepe termen lung:
13. Întărirea dispozitivelor de pază și protecție în situații de criză și risc major;
14. Implementarea tehnologiilor moderne de securitate și pază;
15. Implementarea măsurilor de descurajare a intențiilor teroriste (patrularea în zona obiectivului de către serviciile de pază, organizarea exercițiilor antiteroriste);
16. Asigurarea supravegherii teritoriului/perimetrului obiectivului întru prevenirea eventualelor riscuri cu caracter terorist;
17. Verificarea permanentă a perimetrului obiectivului, încăperilor, subsolurilor, podurilor, etc.